
 

Motor carriers and drivers may not seem like high-priority targets for hackers, but the reality is that the 

transportation industry is one of the most frequent targets for cyber attacks. Customer data, supply chain 

logistics, data lists and product data can be extremely valuable to hackers. Additionally, motor carriers and 

individual drivers can be put at greater risk because of outdated data systems, unsecured vehicles, location-

based tracking systems and more. 

If any of your business devices or vehicles are compromised, you could face ransomware attacks, social 

engineering schemes or even physical damage if a vehicle has self-driving technology. You also need to protect 

your customers’ and employees’ personal information, as a data breach can lead to damaging lawsuits and a 

tarnished reputation. 
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0-10  |   Low risk.  

15-25  |   Moderate risk. 

30-50  |   High risk.  

55-100  |   Escalated risk.  


